ТЕХНИЧЕСКОЕ ЗАДАНИЕ

 на предоставление (продление) неисключительных лицензионных прав на использование ранее установленного и используемого антивирусного программного обеспечения «Касперский»

(Kaspersky Endpoint Seeurity для бизнеса — Расширенный Remewal 1 year)

1. Общие требования:
	* У Сублицензиата имеются действующие лицензии Касперского (kaspersky Ettdpoint Security для бизнеса — Расширенный Renewal 1 уеаг) в количестве 75 шт.
	* Предоставление программного обеспечения других разработчиков (эквивалент), отличных от АО «Лаборатория Касперского», не допускается ввиду необходимости обеспечения совместимости, взаимодействия и интеграции с существующими у Сублицензиата программными решениями, а также совместимости с оборудованием.

2. Технические характеристики

|  |  |
| --- | --- |
|  |  |
|  | Наименование характеристики | Технические характеристики |
| 1 | Наименование объекта закупки | Предоставление (продление) неисключительных пользовательских лицензионных прав на использование ранее установленного и используемого антивирусного программного обеспечения «Касперский» (Kaspersky Endpoint Security для бизнеса — Расширенный Renewal |
| 2 | Тип Пакета | Для бизнеса — Расширенный пакет |
| 3 | Количество Защищаемых объектов в рамках лицензии шт. | 75 |
| 4 | Срок действия предоставляемого программного обеспечения | Срок действия (продления) лицензии — 12 (Двенадцать) месяцев с даты передачи прав,Срок передачи прав на использование программного обеспечения - в течении 3 (трех) календарных дней с даты заключения договора |
| 5 | Место передачи прав | 423602 г.Елабуга, Интернациональная 9 корпус А либо электронной почтой |
| 6 | Порядок расчетов по договору | Оплата производится Сублицензиатом после полной передачи прав в течение 60 (шестьдесят) календарных дней на основании двустороннего Акта приема — передачи прав на ПО либо иные предложения поставщика.Форма оплаты: безналичная. |
| 7 | Требования к передаче прав и основные характеристики | Модули, включенные н лицензионный ключ:1. Антивирусная защита (должна сочетать в себе сигнатурные, проактивные, облачные технологии и обеспечивать Сублицензиату защищу от вредоносных программ),
2. Антивирус обеспечивает защиту рабочих станций, защиту файловых серверов. защиту и управление мобильными устройствами. Единая консоль управления,
3. Система предотвращения вторжений и сетевой экран:
* система предотвращения вторжений (Host-based, Intrsion Prevention System, HIPS) и сетевой экран должны контролировать входящий и исходящий трафик;
* контроль программ (должен позволять отслеживать программы, работающие в локально-вычислительной сети Сублицензиата),
* контроль устройств (должен позволять контролировать доступ устройств в зависимости способа подключения, типа или заводского номера устройства),

Наличие компонента, дающего возможность создания специальных правил, запрещающих установку и (или) запуск программ. Компонент должен контролировать приложения как по пути нахождения программы, метаданным, контрольной сумме MD5, так и по заранее заданным категориям приложений, предоставляемым производителем программного обеспечения, а так же обеспечивать возможность исключения из правил для определенных пользователей из Active Directory.1. Программные средства антивирусной защиты должны обеспечивать возможность:
* установки только выбранных компонентов программного средства антивирусной защиты.
* запуска специальной задачи для обнаружения уязвимостей в приложениях, установленных на компьютере, с возможностью предоставления отчета по обнаруженным уязвимостям.
 |
| 8 | Требования к качеству и безопасности | При поставке пакетов безопасности Сублицензиату должны быть предоставлены:* лицензионное соглашение, определяющее условия использования Сублицензиатом программного обеспечения и подтверждающее права Сублицензиата на обновление и поддержку (гарантийное сопровождение);
* лицензионный ключ официального исполнения;
* комплект документации на русском языке,

Регистрационная информация должна быть предоставлена в виде ключевого файла / авторизационного номера/ кода активации, которая генерируется Правообладателями программного обеспечения персонально для Сублицензиата и необходима и достаточна для полнофункциональной работоспособности программного обеспечения, на материальном носителе и по сети Интернет на электронный почтовый адрес сублицензиата;*Применение эквивалента не допускается по причине необходимости обеспечения совместимости с имеющимся у Сублицензиата программным обеспечением.* |
| 9 | Объем и сроки предоставления гарантии качества на переданные права | Срок предоставления гарантии качества на переданные права на весь период предоставления (продления) неисключительного права на использование воспроизведение антивирусного программного обеспечения. Предоставление обновлений программного обеспечения (регламентное обновление антивирусных баз не реже 24 раз в течение календарных суток, а баз антиспама не реже одного раза н 5 минут, Множественность путей обновления, в том числе — по каналам связи н на отчуждаемых электронных носителях информации: предоставление технической возможности обновления баз сигнатур по мере выявления новых версий вредоносного программного кода),Предоставление консультаций Сублицензиату по вопросам инсталляции программного обеспечения, авторизации программного обеспечения, описанию основных функциональных возможностей программного обеспечения и области его применения, ответы на вопросы по описанию новых функций новых версий программного обеспечения.Безвозмездное исправление по требованию Сублицензиата всех выявленных недостатков, если в процессе передачи прав Лицензиат допустил отступление от условий договора, ухудшившее качество переданных прав, в течение 5 (пяти) календарных дней с момента вручения в письменном виде Сублицензиатом соответствующего требования Лицензиат. |
| 10 | Техническая поддержка антивирусного программного обеспечения | Предоставляется на русском языке сертифицированными специалистами производителя средств антивирусной защиты и его партнеров круглосуточно без праздников и выходных по телефону, электронной почте и через Интернет. |  |

3. Требования к обновлению антивирусных баз:

Обновляемые антивирусные базы данных должны обеспечивать реализацию следующих функциональных возможностей:

* Регламентное обновление антивирусных баз не реже 24 раз в течение календарных суток,
* Множественность путей обновления, в том числе — по каналам связи и на отчуждаемых электронных носителях информации.
* Проверку целостности и подлинности обновлений средствами электронной цифровой

Подписи.

4. Требования к эксплуатационной документации: Эксплуатационная документация для всех программных продуктов антивирусной защиты, включая средства управления, должна включать документы, подготовленные в соответствии с требованиями государственных стандартов, на русском языке, н том числе Руководство пользователя и администратора.

Документация, поставляемая с антивирусными средствами, должна детально описывать процесс установки, настройки и эксплуатации соответствующего средства антивирусной защиты,

5. Требования к технической поддержке - Техническая поддержка антивирусного программного обеспечения должна:

* Предоставляться на русском языке сертифицированными специалистами производителя средств антивирусной зашиты и его партнеров на всей территории Российской Федерации круглосуточно без праздников и выходных по телефону, электронной почте и через Интернет,
* Web-caйт производителя АПО должен быть на русском языке, иметь специальный раздел, посвящённый технической поддержке АПО, пополняемую базу званий, а также форум пользователей программных продуктов,

8. Гарантийные условии; согласно условиям Договора.

***Общая сумма договора составляет – 109 417,50 руб. НДС не облагается.***

**Начальник отдела АУП О.И.Согорина**

*Тел: 8(85557)5-20-08*